SAP IS HIRING A SENIOR NETWORK CONSULTANT - GLOBAL NETWORK SERVICES - GLOBAL FIREWALL & SECURITY OPERATIONS JOB FOR CONTRACT NOT SPECIFIED.

Date: 04/06/2018

**Job reference**: 180459-en_US-25770537  
**Function**: Information systems / Telecom (Consulting/Audit/Project Management support)  
**Type of contract**: Contract  
**Localisation**: Walldorf/St. Leon-Rot 69190, DE  
**Contract duration**: Not specified  
**Level of studies**: Bachelor's Degree  
**Years of experience**: 5-7 years

**Company description**:  
SAP is the world leader in enterprise applications in terms of software and software-related service revenue. Based on market capitalization, we are the world’s third largest independent software manufacturer. Browse company facts and information below.

**Job description**:  
**Requisition ID**: 180459  
**Work Area**: Information Technology  
**Location**: Walldorf/St. Leon-Rot  
**Expected Travel**: 0 - 10%  
**Career Status**: Professional  
**Employment Type**: Regular Full Time

**COMPANY DESCRIPTION**  
SAP’s vision is to help the world run better and improve people’s lives. As the cloud company powered by SAP HANA®, SAP is a market leader in enterprise application software, helping companies of all sizes and industries run better. SAP empowers people and organizations to work together more efficiently and use business insight more effectively. SAP applications and services enable our customers to operate profitably, adapt continuously, and grow sustainably. At SAP, we believe in the power of collaboration and empower our employees to perform at their best in an environment that encourages free and open expression of ideas. You’ll work alongside creative thinkers who share your interests, while turning big ideas into reality for our customers. With innovative job training, mentors to help you grow, and the flexibility to balance your work and personal life, you’ll be able to get more out of your career. It’s no wonder that some of the sharpest minds from around the world are working for a company that is consistently recognized as a global top employer. Now it’s your turn to take the next step and help make the world Run Simple.

**ABOUT SAP**  
As market leader in enterprise application software, SAP helps companies of all sizes and industries run better. From back office to boardroom, warehouse to storefront, desktop to mobile device – SAP empowers people and organizations to work together more efficiently and use business insight more effectively to stay ahead of the competition.

**PURPOSE AND OBJECTIVES**  
The Infrastructure Services organization is responsible for operations of the internal as well as customer facing data centers and services like storage, compute, and network. The Global Network Services unit, as part of Infrastructure Services, supports the company’s global network infrastructure, including the local as well as the wide area networks. The Global Firewall and security Operations team supports the company’s global External facing Cloud solutions we’re offering to our end customers via different service offerings. Your primary tasks is to help the various teams to fulfill their daily tasks. This includes the design of new services, coordination of global roll-outs, operation and continuous improvement of the global network infrastructure. Alignment with the representatives of the various line of business will bring new requirement to our team. Close cooperation with the other global Technology Network Delivery colleagues will be required in order to ensure, that the network infrastructure is delivered in accordance with business requirements and global standards. You will provide second and/or third line incident support as well as...
knowledge transfer to other support teams.

**EXPECTATIONS AND TASKS**

Investigate and evaluate new network technologies.
Design and deploy solutions/infrastructures based on these technologies.
Provide subject matter expertise in the design of network services.
Be the link to storage and virtualization teams.
Engage with the line of business
Coordinate deployment of new network services (Project Management)
Responsible for second / third line incident support and problem management.
Ensure compliance of network infrastructure to global standards.
Ensure global alignment across the regional delivery teams.
Develop and maintain tools for automation of network device configurations and deployments.

**EDUCATION AND QUALIFICATIONS / SKILLS AND COMPETENCIES**

Bachelor’s degree in Computer Science, Computer Engineering, Communications Engineering or equivalent.

**Required skills**

In-depth knowledge of the TCP/IP protocol suite: preferably in firewalls as core competence however additional disciplines such as, switching, routing and load balancing are welcome
Good understanding of virtualization and SDN/OpenStack technologies like VLAN, VxLAN, VRF, etc.
Experience with scripting and automation (e.g. Python, Java, Perl)
High understanding of Cloud computing, SaaS, hosted systems
Expert abilities in developing and documenting network designs and concepts
Basic Project Management Experience
Flexible, self-motivated and able to work independently in a fast paced and multicultural organization.
Flexibility to work on a schedule that is convenient for our customers.
Analytical thinking and problem solving
Fluent in spoken and written English is prerequisite
Good interpersonal and communication skills

**Preferred skills**

CCNP certification / Switching & Routing experience is a plus
Any Firewall / platform related certification is highly desired
Knowledge of Intrusion Detection and Intrusion Prevention systems
Experience with different VPN implementations
Experience with leading Firewall platforms (Cisco ASA, Checkpoint, PANW and others)
Experience with Storage and Compute as part of Infrastructure ecosystems is plus
Basic Financial Understanding (OPEX & CAPEX)
Experience in Service ownership / Coordination is a plus
Experience with Public Cloud offerings is a plus

**WORK EXPERIENCE**

5+ years of work experience in the networking field.

**LOCATION**

St. Leon-Rot

**EXPECTED TRAVEL**

0-10%

**SAP’S DIVERSITY COMMITMENT**

To harness the power of innovation, SAP invests in the development of its diverse employees. We aspire to leverage the qualities and appreciate the unique competencies that each person brings to the company.

SAP is committed to the principles of Equal Employment Opportunity and to providing reasonable
accommodations to applicants with physical, sensory and/or mental disabilities. If you are interested in applying for employment with SAP and are in need of accommodation or special assistance to navigate our website or to complete your application, please contact us at Careers.Germany@sap.com. Requests for reasonable accommodation will be considered on a case-by-case basis.

Additional Locations:

**Required profile:**
EDUCATION AND QUALIFICATIONS / SKILLS AND COMPETENCIES
Bachelor’s degree in Computer Science, Computer Engineering, Communications Engineering or equivalent.
Required skills
* In-depth knowledge of the TCP/IP protocol suite: preferably in firewalling as core competence however additional disciplines such as, switching, routing and load balancing are welcome
* Good understanding of virtualization and SDN/OpenStack technologies like VLAN, VxLAN, VRF, etc.
* Experience with scripting and automation (e.g. Python, Java, Perl)
* High understanding of Cloud computing, SaaS, hosted systems
* Expert abilities in developing and documenting network designs and concepts
* Basic Project Management Experience
* Flexible, self-motivated and able to work independently in a fast paced and multicultural organization.
* Flexibility to work on a schedule that is convenient for our customers.
* Analytical thinking and problem solving
* Fluent in spoken and written English is prerequisite
* Good interpersonal and communication skills

Preferred skills
* CCNP certification / Switching & Routing experience is a plus
* Any Firewall / platform related certification is highly desired
* Knowledge of Intrusion Detection and Intrusion Prevention systems
* Experience with different VPN implementations
* Experience with leading Firewall platforms (Cisco ASA, Checkpoint, PANW and others)
* Experience with Storage and Compute as part of Infrastructure ecosystems is plus
* Basic Financial Understanding (OPEX & CAPEX)
* Experience in Service ownership / Coordination is a plus
* Experience with Public Cloud offerings is a plus

**WORK EXPERIENCE**
5+ years of work experience in the networking field.

To apply: [https://apply.multiposting.fr/jobs/12102/25770537](https://apply.multiposting.fr/jobs/12102/25770537)